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Abstract of the contribution: The next generation system architecture should deal with congestion and access control for mitigating network congestion or overload and for prioritizing services in the congestion or overload situation.
1
Congestion and access control
Under certain circumstances (e.g. disaster events, network congestion or overload), it will be desirable that the network should mitigate congestion or overload situation for CN nodes and should also prevent NAS signalling requests from UEs. Note that EPS already supports this functionality as CN overload control and NAS level congestion control. CN overload control limits/blocks CN signalling. NAS level congestion control preventing NAS signalling requests from UEs contains APN based session management congestion control and NAS level mobility management congestion control. 

In addition, it will be desirable to control UEs from making access attempts in order to prevent overload of the access channel under critical situations. Note that EPS already supports several functionalities for the access control (e.g. ACB, SSAC, EAB or ACDC).
There is stage-1 requirement that require the NextGen system to manage a service per network slice. 

1. "The 3GPP system shall allow the operator to simultaneously operate network slices in a manner that prevents a service in one slice from negatively impacting services offered by other slices." 
From the above requirement it is clear that the NextGen system must support CN overload and NAS level congestion control per network slice. 
Moreover, there are some stage-1 requirements that require the NextGen system to support enhanced access control. For example, TR 22.864 states: 

1. "The 3GPP system shall support an enhanced service access control mechanism (e.g., based on the subscriber PLMN, the access class, the device type (UE or IoT device), the service type (e.g., Voice, SMS, specific data application) and the communication type (e.g., emergency call, signalling and/or service origination))."
2. "The enhanced service access control mechanism shall be able to provide access to a limited set of services determined by an operator’s policy."

From the above requirements it is also desirable that the NextGen system must support congestion and access control based on some basis (e.g., the device type, the service type, the communication type, a particular group, etc.). 
Therefore, we believe that it is important to avoid a negative impact to the NextGen system in congestion and overload situations and supporting congestion and access control is a fundamental functionality in the NextGen system.
Based on the above, it is proposed to investigate how the NexGen system can fulfil the following functionalities:

1. The NextGen system should support CN overload control.
2. The NextGen system should support both mobility management congestion control and session management congestion control. 
3. The NextGen system should support congestion control with granularity. 
4. The NextGen system should support enhanced access control.
5. The NextGen system should support congestion and access control based on some criteria.
2
Proposal
It is proposed to introduce the following amendments to TR 23.799. 
* * * * Start of 1st Change * * * *






















* * * * Next Change * * * *
5.3
Key Issue 3: Mobility management framework 

5.3.1
Description 

This key issue will look into proposing solutions for a Mobility Management (MM) framework that enables the operator to provide mobility support which, if needed, includes session continuity for all types of UEs that connect to the NextGen core via 3GPP accesses and/or non-3GPP accesses. The MM framework in the NextGen system will support mobility on demand concept [4]. This key issue will attempt at developing a comprehensive MM framework for the NextGen system that is adaptive, flexible and intelligent, to cater for the disparate NextGen mobility requirements.

The solutions should define the level of mobility support for a UE, describe how and when the level of mobility is determined, and evaluate the benefits achieved as a result of the mobility on demand concept.

Solutions for this key issue will at least study: 

-
Mobility management signalling for:

-
UE/User registration to the network;

-
Support of reachability to enable mobile terminated communication;

- 
Detection of UEs no longer reachable;

-
Assignment of CP and UP network functions (as needed); and

-
Mobility Restrictions, e.g. forbidding mobility at certain locations.

Editor's note:
It is FFS whether aspects related to support of Geographical Location Services (e.g. to support stage 1 requirements for high positioning accuracy) is to be included in this key issue or in a separate key issue.

-
Definition of mobility states and how to transition between the states.

NOTE:
Defining the mobility states will be performed together with the RAN working groups.

-
How to support mobility on demand for different levels of mobility. Possible examples for different levels of mobility support are:

-
Supported over a given area within a single RAN node (such as a cell of an eNodeB).

-
Supported within a single RAN node (such as an eNodeB).

-
Supported in a UE registration area (such as a TA in EPC).

-
Supported in the service area of a control plane or user plane CN entity (such as an MME pool area or a Serving GW service area in EPC).

-
Supported within a given RAT or combination of RATs integrated on the RAN level (such as LTE and 5G RAT).

-
Supported between two access technologies.

NOTE:
Study on mobility limitations in RAN will be performed together with RAN working groups.

-
How to determine the level of UE mobility support, e.g. by what characteristics/method, which criteria; and

-
How to obtain the information (e.g. application's needs, device UE capabilities, used services) in order to determine the appropriate level of mobility of the UE.

-
How to enable operators to update the level of mobility support provided for UE, e.g. during session management procedures?

-
Methods to limit the amount of mobility management signalling between NextGen core and the access, within the NextGen core as well as between the NextGen core and the UE;
-
How to efficiently control CP signalling for mobility management in case of congestion and/or overloaded situation, including:

-
studying with which granularity CP signalling are controlled; and
-
studying the correlation with access control functionality to prioritize the services by the operator's policy.
-
Mobility support in interworking and network migration scenarios;

-
How to support mobility between different access systems, including:

-
between 3GPP accesses (the level of interworking between 3GPP accesses i.e. seamless mobility or not is being defined by Stage 1 requirements);

-
between 3GPP accesses and non-3GPP accesses;

-
between non-3GPP accesses; and

-
studying the location of the mobility anchor point(s) (i.e. mobility anchor point includes UP network function and CP network function for mobility) and the use of mobility anchor point(s) for inter and intra access system(s) change due to user mobility (e.g. the study of buffering for idle mode UE, if applicable).

-
The impacts of other architectural features (e.g., separation of control and user planes, QoS concepts) on the mobility management.
* * * * Next Change * * * *
5.4
Key issue 4: Session management

5.4.1
Description

The session management is responsible for the setup of the IP or non-IP traffic connectivity for the UE as well as managing the user plane for that connectivity. Scenarios and mechanism, which may not require the session to be established, e.g., to provide efficient support for infrequent small user data transmission, will also be investigated.

Solutions to this key issue will study the following aspects related to session management:

-
Session management model, including:

-
describe UE related states and high-level procedures between the UE, AN and CN for session management, including establishing, maintaining and terminating both UE non-IP connectivity and IP connectivity in the NextGen system architecture.

-
how sessions are established on-demand instead of by default when attaching to the network.

-
session connection model, including identifying user plane functionality needed to provide IP and non-IP connectivity (e.g. IP anchor, tunnelling, etc.).

-
How session management work for UEs connected via multiple accesses， multiple connectivity, and/or multiple transport paths, including providing multiple simultaneous traffic connectivity for the UE.
-
How to control CP signalling for session management between the UE and CN with certain granularity, studying on which additional basis needs to be considered to control CP signalling for the various PDU session scenarios.
-
Identify the correlation between session management and mobility management functionality, including:

-
studying whether separation of session management and mobility management is possible, and 

-
identifying the interactions between session management and the mobility framework required to enable the various mobility scenarios (including those where efficient user plane path, as defined in TR 22.864 [7] clause 5.1.2.2, is used) while minimizing any negative impact on the user experience.

-
Describe how the session management and mobility management can be decoupled for scenarios requiring it, if identified feasible as above. 

-
Investigate solutions to coordinate the relocation of user-plane flows with the relocation of applications (hosted close to the point of attachment of the UE) due to the mobility of users.

NOTE:
The actual relocation of applications is considered beyond scope of 3GPP in this Release.
-
Investigate solutions to optimally support intermittent connections due to unreliable links or energy saving strategies.
Solutions to this key issue will also study the following aspects related to transfer infrequent small user data with minimal signalling, including:

-
How to efficiently transmit and receive infrequent small amounts of data and short data bursts through the Next Generation System, including studying whether sessions need to be established to enable such services.

-
The solutions should allow for unidirectional transmission (i.e. uplink or downlink only transmission), efficient security mechanisms depending on user and/or operator needs, different options for addressing, charging, policing, inter-operator interworking.
* * * * Next Change * * * *
5.19
Key Issue 19: Architecture impacts when using virtual environments

5.19.1
Description

The NextGen system is expected to support deployments in virtualized environments. This key issue will determine the need for and architecture impacts due to load rebalancing and load migration in the context of:

-
Scaling of a network function instance;
-
Dynamic addition or removal of a network function instance; and
-
Methods to mitigate signalling overhead (e.g. congestion and/or overload) in order to avoid any negative impact to other network function instances, including:
-
Various criteria to control CP signalling and access signalling overhead.
-
The correlation among the various mitigation functionalities (e.g. congestion control, overload control and access control functionalities).
Editor's note:
An appropriate definition of the various types of scaling will be discussed during the course of the work on this key issue.

NOTE:
Load rebalancing and load migration across network function instances assumes multiple active instances of a network function. Potential issues resulting from load rebalancing and load migration to be addressed may include:

-
UE signalling overhead.

* * * * End of Changes * * * *
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